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ABSTRACT 

 

This paper introduces an innovative method for safeguarding user privacy in digital 

marketing campaigns through the application of deep learning techniques on a data 

monetization platform. This framework empowers users to maintain authority over 

their personal data while enabling marketers to pinpoint suitable target audiences. 

The system consists of several key stages Data representation learning in 

hyperbolic space captures latent user interests across various data sources with 

hierarchical structures. Subsequently, Generative Adversarial Networks generate 

synthetic user interests from these embedding. To preserve user privacy, Federated 

Learning is utilized for decentralized user monetization, Data privacy, modeling 

training, ensuring data remains undisclosed to marketers. Lastly, a hyperbolic 

embedding, Federated learning targeting strategy, rooted in recommendation 

systems, utilizes learned user interests to identify optimal target audiences for 

digital marketing campaigns. In sum, this approach offers a comprehensive 

solution for privacy-preserving user modeling in digital marketing. 
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Introduction 

In today's digital landscape, the utilization of personal data stands as a pivotal element in marketing strategies for both 

businesses and consumers. For businesses, it facilitates the creation of targeted campaigns, enhancing the likelihood 

of conversions by delivering tailored messages to specific audiences. Additionally, personal data offers valuable 

insights into consumer behavior, preferences, and trends, which inform strategic business decisions and enhance 

products and services. Conversely, for consumers, personalized and relevant advertising fosters engagement and aids 

in decision-making processes, ultimately enhancing the overall customer experience. However, amidst these benefits, 

consumers are increasingly privacy-conscious and concerned about the control over their personal information, 

particularly as tech giants leverage data access for competitive advantage. Moreover, consumers are beginning to 

recognize the financial value of their data, prompting demands for tangible returns. 

 

 

In response to these concerns, privacy regulations such as the European Union's General Data Protection Regulation 

(GDPR) and the California Consumer Privacy Act (CCPA) mandate stringent measures to protect consumer privacy 

in digital marketing practices. This regulatory landscape significantly impacts marketing strategies, influencing the 

effectiveness of targeted marketing and necessitating explorations of alternative avenues for data collection and 

analysis in compliance with regulations. 

 

 

A novel solution arises in the form of data monetization platforms, facilitating the exchange of granular personal 

information between consumers and marketers for mutual benefit. These platforms operate within a two-sided market 

framework, enabling commercial transactions of data between consumers and marketers. Consequently, these 

platforms not only introduce new data-based business models but also pave the way for tangible value co- creation. 

Examples abound where consumers receive cash or discounts in exchange for demographic and behavioral data, 

highlighting the potential of these platforms in fostering fair and transparent data transactions. 

 

 

This study, conducted in collaboration with a European data monetization platform, aims to enhance user and marketer 

experiences within the platform while ensuring compliance with data privacy regulations, particularly GDPR. The 

proposed approach offers a comprehensive solution for privacy-preserving user modeling in digital marketing 

campaigns. Leveraging hierarchical user interests represented in hyperbolic space through hyperbolic embeddings, 

this approach captures consumer behavior patterns across diverse data sources. To safeguard consumer privacy, 

synthesized user representations are generated using Generative Adversarial Networks (GAN), preserving user 

interests while maintaining indistinguishability from the original data. Training occurs through Federated Learning 

(FL), a distributed learning method ensuring data privacy and communication efficiency. This solution empowers the 

platform to identify target audiences matching specific campaigns while adhering to data privacy regulations and 

granting users control over their data. Marketers can specify consumer characteristics, such as interests, demographics, 

or online behavior, to create targeted user lists, optimizing campaign reach and effectiveness. 
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The paramount importance of data privacy in digital marketing underscores the significance of the proposed approach. 

By safeguarding user personal data while facilitating effective targeting for marketers, this study contributes to the 

field of e-commerce marketing by striking a balance between personalization and data privacy. Advanced deep 

learning techniques, including representation learning in hyperbolic space, GAN, and FL, ensure accurate targeting 

and personalization without compromising user privacy or violating regulations. 

 

 

The paper proceeds as follows: Section 2 reviews related work covering representation learning, privacy-preserving 

machine learning approaches, and user-campaign matching mechanisms. Section 3 provides a detailed explanation of 

the system design. Section 4 outlines the data utilized in this study from the collaborating data monetization platform 

and presents results from each step of the proposed approach. Section 5 discusses the business implications and 

concludes the study. 

 

 

Related Work: 

 

 
Representation Learning for Hierarchical User Data: 

 

 

Representation learning aims to extract meaningful features from raw data, presenting them in a more efficient and 

informative manner. In the realm of digital marketing campaigns, users often exhibit hierarchical structures in their 

interests and behaviors, posing a challenge in representing such hierarchical user data in a low-dimensional space 

while preserving their hierarchical relationships and similarities. Platforms like Facebook, Instagram, and TikTok 

employ multi-level categorization to aid users in navigating businesses, necessitating the extraction of knowledge 

from hierarchical data structures. 

 

 

Hyperbolic embeddings have emerged as a potent solution to tackle this challenge. Unlike traditional Euclidean 

geometry, hyperbolic geometry proves more adept at modeling complex networks with hierarchical data structures. 

This is attributed to the constant negative curvature of hyperbolic space, enabling it to capture high-quality hierarchy 

information in a lower-dimensional space with minimal distortion. The utility of hyperbolic embeddings, particularly 

the Poincaré ball model, is evident in preserving distances between categories and hierarchies in data, as demonstrated 

in Equation 1 below. 

 

 

Machine Learning Approaches for Privacy-Preserving with GAN: 

 

 

Privacy preservation is paramount when handling sensitive user data, especially in domains susceptible to data leakage 

threats. Conventional privacy protection techniques, such as deidentification techniques and removal of personal 

identification values, have shown limitations, including potential vulnerabilities to attackers possessing background 

knowledge and negative impacts on data utility. 

 

 

Generative Adversarial Networks (GANs) have emerged as a promising solution to address these challenges. GANs 

excel in synthesizing high-quality artificial samples closely resembling the distribution of original training data, 

rendering it challenging to discern between artificial and genuine data. Variants such as Deep Convolutional GANs 

(DCGANs) have proven effective in generating realistic images, while adaptations like table-GAN and CTGAN aim 
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to synthesize relational tables and tabular data, respectively. Despite challenges, GANs have been widely embraced 

as a privacy-preserving mechanism across various domains subject to privacy regulations, including healthcare and 

finance. 

 

 

In healthcare, GANs like medGAN and medBGAN generate artificial patient electronic health records, preserving 

statistical properties while safeguarding sensitive patient information. Likewise, the finance industry leverages GANs 

to generate synthetic customer datasets for portfolio analysis, fraud detection, and risk assessment, without 

compromising real customer data. GANs thus offer an effective solution for preserving privacy while enabling the use 

of realistic and statistically similar datasets for diverse purposes. 

 

 

Machine Learning Approaches for Privacy-Preserving with Federated Learning: 

 

 

In recent years, the drawbacks of Centralized Learning have become increasingly apparent due to the escalating 

complexity and volume of data. Centralized Learning places a significant strain on the network responsible for 

exchanging extensive data and challenges the server's capacity to process large data aggregates while ensuring data 

protection. These challenges have prompted the exploration of alternative systems that distribute the machine learning 

workload across multiple devices or mobile devices, exemplified by Federated Learning. 

 

 

Federated Learning (FL) facilitates training data across numerous devices, coordinated by one or more central servers. 

This approach addresses the tension between data privacy and sharing for decentralized devices, as data remains 

undisclosed to a central server. Consequently, FL emerges as an apt solution for applications dealing with privacy-

sensitive data. Across various industries, FL has found application in domains like banking for credit card fraud 

detection, image detection and representation, and healthcare for disease prediction and biomedical imaging analysis 

using health records. These applications underscore FL's potential to safeguard privacy while retaining the utility of 

shared data. 

 

 

Of particular note is FL's promising role in privacy-preserving training for mobile devices, commonly referred to as 

on-device FL. In an era dominated by ubiquitous mobile devices generating vast amounts of personal data, ensuring 

user privacy and confidentiality becomes paramount. FL's decentralized framework enables the efficient utilization of 

data from mobile devices without compromising user privacy. For instance, on-device FL holds significant potential 

in enhancing privacy-preserving mobile health applications. These applications necessitate the collection and 

processing of sensitive health data from wearable devices like heart rate monitors and fitness trackers. Leveraging on-

device FL, mobile health applications can develop personalized models for users while upholding their privacy. 

 

 

 

 

Platform Design Overview: 

Methods: 

 

 

Drawing upon the principles and methodologies expounded in Section 2, we delineate the design of a privacy- 

preserving platform tailored for targeted marketing campaigns. The platform harnesses hyperbolic embeddings, 

Generative Adversarial Networks (GANs), and Federated Learning (FL) to ensure privacy, efficacy, and precision in 

targeting users based on their interests and preferences. Figure 1 offers a visual depiction of the platform design, 



showcasing several pivotal components. At its core, the platform focuses on modeling users' representations utilizing 

Poincaré Embeddings, as elucidated in Section 2.1. These embeddings adeptly capture the hierarchical nuances of 

users' interests and preferences, subsequently facilitating their alignment with campaigns initiated by marketers via a 

recommender system. 

 

 

 

 

 

 

 

 

 

 

Privacy Concerns: 

 

 

As delineated in Sections 2.2 and 2.3, the platform integrates Generative Adversarial Networks (GANs) and Federated 

Learning (FL) techniques, depicted on the left side of Figure 1. GANs are deployed to generate synthetic user data, 

safeguarding users' data privacy, while FL facilitates decentralized training processes on users' own devices, aiming 

to optimize communication efficiency and defense mechanisms to uphold data privacy. 

 

 

On the right side of Figure 1, the utilization of user representations to identify the target audience aligning with the 

appropriate campaign is illustrated. When a marketer seeks to disseminate an offer via the platform's mobile app, they 

must delineate the target audience by specifying user characteristics such as interests, demographics, or online 

behavior. Specifically, for each campaign conducted on the platform, a user list is curated, enabling marketers to target 

users meeting campaign criteria and those more predisposed to accepting the offer. 

 

 

Nevertheless, neither marketers nor the platform possess knowledge regarding which users may receive a specific 

campaign offer. Only the learned latent user embedding generated from synthetic user data is utilized to curate the 

user list aligning with the campaign offer. This process is facilitated through a series of deep learning techniques 

elaborated upon in the subsequent sections. 
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User Modeling Using Poincaré Embeddings: 

 

 

We employ Poincaré embeddings to proficiently model users within a hyperbolic space, facilitating the efficient 

representation of hierarchical data derived from user characteristics and interests. The Poincaré model yields a 

collection of vectors or coordinates for each category on the Poincaré ball, furnishing valuable insights into the 

positioning of each interest or characteristic within the space. 

 

 

To elaborate, each user is mapped into the hyperbolic space by computing an average of their interests and 

characteristics, generating a unique n-dimensional vector as a Poincaré embedding. Subsequently, these Poincaré 

embeddings of users are utilized to form target user groups with similar characteristics using PoincareKMeans. 

Notably, the implementation of this clustering method diverges from the original version of K-Means utilizing 

Euclidean distance as a similarity measure. The unique context of the hyperbolic space necessitates the consideration 

of non-linear spaces to accurately gauge comparable features without diminishing the original graph distances. Hence, 

users are partitioned into K groups based on hyperbolic distances between their embeddings on the Poincaré ball, 

enabling the capture of hierarchical relationships by clustering users belonging to the same category in proximity to 

each other. Refer to Section 1 in the Appendix for further details on the training process and selection of 

hyperparameters for the Poincaré model. 

 

 

With the establishment of target groups, we formulate avatars representing the shared characteristics of users within 

each group. This process offers several advantages: firstly, aggregating user information to a higher level mitigates 

the risk of adversaries re-identifying individual users based on their interests and characteristics. Secondly, despite 

anonymization, the use of avatars ensures the data remains valuable for marketing purposes, enabling marketers to 

identify and target specific audience segments effectively. Thirdly, hierarchical user characteristics naturally align 

with the Poincaré embedding representation, rendering the creation of target groups more suitable than those generated 

from similarity metrics in Euclidean space. 

 

 

User Representation Synthesized Using GAN: 

 

 

To synthesize user representations while safeguarding their privacy, we implement a customized GAN architecture. 

As depicted in Figure 2, the fundamental concept of GAN remains consistent: training two neural networks 

simultaneously, a Generator (G) and a Discriminator (D), in a manner where G generates synthetic data resembling 

the original data distribution and D discerns fake data from authentic data to optimize the min-max loss function, as 

illustrated in Equation 2: 

 

 

\[ \min_{G} \max_{D} V(G, D) = \mathbb{E}_{x \sim p_{data}(x)} [\log D(x)] + \mathbb{E}_{z \sim p_{z}(z)} 

[\log (1 - D(G(z)))] \] 

 

 

Where \( p_{data}(x) \) denotes the original data distribution, \( p_{z}(z) \) represents the simple noise distribution 

(typically a normal distribution), \( x \sim p_{data}(x) \) denotes the expected value across all instances of original 

data, and \( z \sim p_{z}(z) \) denotes the expected value across all random inputs to the Generator. Essentially, the 

objective of the generator G is to minimize the value function \( V(G,D) \), while the discriminator D endeavors to 

maximize it. 
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Specifically, before applying the embedding methods, GAN generates synthetic data indistinguishable from the 

original data to protect user privacy. The training process commences by feeding random noise generated by G and 

actual data from the original dataset into D. Subsequently, D classifies synthetic data as real or fake. In case of 

misclassification, D incurs penalties through the discriminator loss. Finally, hyperparameters are updated via 

backpropagation. 
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This iterative process continues until the discriminator loss converges, thereby minimizing the probability of errors. 

The efficacy of the generator (G) is intricately linked to the performance of the discriminator (D). G cannot be trained 

independently; an evaluation from D is imperative to update G's hyperparameters. G incurs penalties if D classifies its 

output as artificial, thus prompting adjustments through backpropagation, starting from D's output and propagating 

back into G. Figure 3 outlines the GAN training algorithm. 

 

 

Additionally, we have tailored the GAN architecture to suit our specific use case. Figure 4 illustrates the custom GAN 

architecture, incorporating the following modifications. Firstly, our customized generator comprises one input layer, 

three fully connected hidden layers, and one output layer. LeakyReLU activation functions are applied to the hidden 

layers, while the output layer utilizes the tanh function to capture potential correlations between variables in user data. 

Secondly, the discriminator in our architecture features one input layer, four fully connected hidden layers, and one 

output layer. LeakyReLU activation functions are utilized for all hidden layers, the Sigmoid function for the output 

layer, and Dropout to mitigate overfitting. Furthermore, we employ the Adam version of stochastic gradient descent 

with a learning rate of 0.0002 and a momentum of 0.5. Refer to Section 2 in the Appendix for detailed insights into 

the training process of the custom GAN architecture. 
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The implementation of GAN plays a pivotal role in this study, facilitating the generation of synthetic data from original 

user information while upholding user privacy. This measure prevents user identification and ensures the 

confidentiality of their information. In conjunction with user modeling using hyperbolic embeddings, the synthetic 

data generated by GAN preserves the underlying structure and patterns of the original user data, bolstering privacy 

protection while maintaining data utility for digital marketing endeavors. 

 

 

Distributed Training Using Federated Learning: 

 

 

In this study, the distributed training of the model is achieved through a specific approach to Federated Learning (FL) 

known as Partially Local Federated Learning. This approach is employed to handle scenarios where the model consists 

of user-specific parameters, as observed in matrix factorization tasks. Sending updates of user embeddings to the 

server during the training of a global federated model is undesirable in such cases, as it may expose potentially sensitive 

individual preferences. To mitigate this risk, the model is divided into global and local parameters. 

 

 

Specifically, the matrix containing users' preferences is factorized into a user matrix and an item matrix, generating a 

k-dimensional user-specific embedding for each user. This methodology ensures that certain parameters are not 

transmitted to the server. However, it necessitates clients to maintain their user embeddings across multiple rounds, 

which may be impractical. In large-scale cross-device settings, users are unlikely to be sampled more than once during 

the training process, leading to performance degradation. 

 

 

To address this challenge, a federated reconstruction framework is employed in this study. This framework eliminates 

the requirement for users to retain their local parameters across rounds by reconstructing them as needed. A 

reconstruction algorithm is utilized to restore the local parameters. The process is depicted in Figure 5: in each round, 

the server retains and disseminates the item matrix (global parameters) to the selected users. Subsequently, each user 

employs one or more stages of Stochastic Gradient Descent (SGD) to freeze the item matrix and train their user 

embedding (local variables). Following this, each user freezes their user embedding and employs one or more steps 

of SGD to train the item matrix. Finally, updates to the item matrix are aggregated across users, and the server's copy 

of the item matrix is updated for utilization in the subsequent round. 

 

 

It is noteworthy that the training process in this study diverges from the conventional Federated Learning process, 

which typically employs federated averaging for aggregation. Instead, a reconstruction optimizer is utilized to 

reconstruct the parameters that remain local, such as user embeddings. Both the server and user optimizer utilize the 

same SGD optimizer, albeit with differing learning rates. Refer to Section 3 in the Appendix for a detailed illustration 

of the steps involved in the FL training framework. 
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Matching Users with Marketing Campaigns Using HyperML: 

 

 

The final phase of the process entails harnessing the synthesized user embeddings and integrating them into a 

recommender system model to accurately pinpoint the list of most appropriate users for a given campaign offer. Since 

user characteristics and interests are encapsulated by Poincaré embeddings, we adopt a specialized approach known 

as Hyperbolic Metric Learning (HyperML), tailored for recommender systems operating in hyperbolic space, such as 

the manifold Poincaré Ball, which computes similarities. Particularly, the training procedure with HyperML occurs 

on the Poincaré Ball manifold, facilitating distance computations in hyperbolic space. This enables the learning of 

Poincaré embeddings of insights, master categories, and users, with the ultimate aim of predicting new users who may 

exhibit interest in a specific insight or category. 

 

 

The selection of appropriate users is pivotal for campaign success. Hence, it is imperative to identify a user base that 

not only ensures marketers target their offers towards those most inclined to accept the campaign but also ensures that 

clients receive offers aligning with their needs and desires. Consequently, the primary objective is to recommend 

users for a particular campaign based on their interests and personal details, utilizing this uniquely tailored approach. 

 

 

The advantages of employing this specialized methodology for matching users with marketing campaigns are 

manifold. By leveraging HyperML and the Poincaré Ball manifold, the recommender system can more effectively 

identify suitable users for specific campaigns from their Poincaré embeddings, leading to enhanced targeting and more 

efficient marketing strategies. Consequently, this can result in increased conversion rates and improved return on 

investment (ROI) for marketers. Additionally, this approach facilitates enhanced personalization of marketing 

campaigns, ensuring users receive offers that are pertinent and tailored to their preferences and needs. This enhances 

user satisfaction and cultivates loyalty to both the brand and the platform. 

 

 

 

 

Results: 

 

 
Data Description: 
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The dataset utilized in this study comprises synthetic user data modeled on profiles resembling those of 10,000 real- 

world Facebook users. This synthetic dataset is crafted to retain the structure and distribution of the original data while 

safeguarding user privacy. It delineates users' interests based on their likes on Facebook pages. Importantly, it should 

be emphasized that no actual Facebook profile data was accessed or utilized directly in this research; the data employed 

is entirely synthetic. Access to the synthetic dataset can be arranged through the corresponding author, subject to 

approval by the collaborating data monetization platform. Additionally, supplementary materials, including code and 

models, are available upon reasonable request and with appropriate permissions from the authors. 

 

 

Each Facebook page in the synthetic dataset is associated with an intrinsic category, organized hierarchically with a 

depth of three levels. Consequently, user interest hierarchies play a significant role in user modeling. As illustrated in 

Figure 6, for instance, the category "Media" encompasses child categories such as "Music" and "Books & Magazines," 

with "Music" further subdivided into "Song" and "Album." Thus, user interests are delineated as a hierarchical dataset 

comprising various levels of categories. In total, there are 1563 categories. 

 

 

To effectively match users with campaigns, it is imperative to identify users with specific interests and duly consider 

their preferences. 

 

 

 

 

 

 

 

 

- For categories where the user possesses a genuine interest, the value assigned is 1. 

- For categories where the user lacks interest (explicitly), the value is -1. 

 

 

Figure 6: Example of Hierarchical Facebook Category 

 

 

For categories not assigned values of 1 or -1, they are regarded as unknown interests (value = 0), signifying uncertainty 

regarding whether the user has an interest or not. 

 

 

Results from Poincaré Embeddings: 

 

 

In an ideal scenario, users with similar interests within the same parent category should be represented closely. 

However, achieving this using traditional one-hot encoding in Euclidean space poses challenges. To tackle this 
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hurdle, we adopt a Poincaré embedding model to learn user representations. This involves transforming user 

interests into hyperbolic space and calculating similarity using non-Euclidean distance metrics. 

 

 

Poincaré embeddings are obtained for all users, resulting in a set of n-dimensional vectors or coordinates for each 

category in hyperbolic space, where n ranges between 25 to 200. To assess the quality of Poincaré embeddings, we 

employ the same methodologies as described by [37]: Reconstruction error relative to the embedding dimension, 

which evaluates the representation capacity through hierarchy reconstruction, and Link prediction, accomplished by 

dividing the data into train, validation, and test sets to gauge generalization performance. We compare these tasks 

using Poincaré distance against traditional Euclidean distance, represented by d(x, y)=∥ x − y ∥2. 

 

 

These evaluations are quantified by two metrics: 

 

 

- Mean Rank: the average rank of all observations within each sample. 

- MAP (Mean Average Precision): a metric capturing the preservation quality of each vertex's neighborhoods. 

 

 

The evaluation outcomes of Poincaré embeddings are depicted in Table 1. Analysis of the reconstruction task reveals 

consistently superior representation quality with Poincaré embeddings compared to Euclidean embeddings. 

Furthermore, quality substantially improves with increasing dimensionality, although the enhancement becomes 

marginal for 200 dimensions. Similarly, for the Link Prediction task, Poincaré embeddings exhibit superior 

representation quality. 
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Additionally, there was a notable decrease in Mean Rank from 3.2 to 2.76, accompanied by an increase in the MAP 

value from 0.41 to 0.538, signifying a substantial enhancement with increased dimensionality. Following fine-tuning 

of our model, the optimal model exhibited the following specifications: 20 negative samples, 0 burn-in initialization, 

no regularization, and 200 epochs in a 200-dimensional space. These findings underscore the superior representation 

of the dataset in hyperbolic space, as evidenced by the distances between interests and the preservation of the hierarchy 

across the three levels of categories. 

 

 

Figure 7 showcases the obtained embeddings of categories on the Poincaré Model, depicted as blue dots. The straight 

black lines delineate the relationships between the hierarchy levels of the categories. Notably, the figure illustrates 

that more similar categories are positioned closer together, exemplified by the proximity of "Music" and "Song." 

 

 

Moreover, to further illustrate the representation quality of the Poincaré embeddings, we segmented all users into 

multiple groups with similar characteristics and interests using the PoincaréKMeans model. As PoincaréKMeans 

operates as an unsupervised learning algorithm, and given that evaluation metrics for clustering analysis are still 

evolving, the determination of the number of clusters primarily relies on domain knowledge and intuition. Figure 8 

presents the depiction of user partitions into 6 target groups using hyperbolic embeddings. Appendix Section A 

elaborates on the group characteristics derived from the clustering analysis. 

 

 

Such representations enhance our understanding of the characteristics of each group, potentially increasing the 

accuracy of representing categories for a user, as users within the same group are more likely to share similar 

preferences. 
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Discussions and conclusions 

 

 
This study introduced an innovative approach to privacy-preserving user modeling for digital marketing campaigns 

through the utilization of deep learning techniques on a data monetization platform. The core objective was to devise 

a solution that facilitates marketers in accurately identifying suitable target audiences for their campaigns while 

empowering users to retain control over their personal data and ensuring adherence to data privacy regulations. The 

proposed methodology integrated representation learning in hyperbolic space, Generative Adversarial Networks 

(GAN), and Federated Learning (FL) to capture latent user interests, generate synthetic representations, and conduct 

decentralized training, all without divulging user data to marketers. By implementing a targeting strategy based on 

recommendation systems, the acquired user interests were leveraged to pinpoint the optimal target audience for digital 

marketing campaigns. 

 

 

This study's contributions encompass the development of a privacy-preserving user modeling mechanism that strikes 

a balance between personalization and data privacy, the practical application of deep learning techniques for user 

modeling in digital marketing, and the exploration of new business models fostering value co-creation between 

consumers and marketers on data monetization platforms. 

 

 

However, the research faces several limitations. Firstly, the Poincaré Ball model may not capture the relations between 

categories and users accurately, potentially leading to inaccurate user representations. Additionally, users' interests 

may evolve over time, impacting the model's effectiveness. Secondly, while GAN techniques are valuable for 

generating synthetic user profiles, they may struggle with generating categorical data and addressing dataset 

imbalances. Future investigations could explore alternative GAN variations or architectures for enhanced results. 

Thirdly, while FL techniques offer advantages such as reducing communication constraints and bolstering privacy 

protection, they are not foolproof, and limitations exist in terms of the level of protection they afford. Future research 

avenues could explore applications of differential privacy or secure aggregation to further fortify users' information 

against attacks. Lastly, the performance evaluation of the proposed approach was conducted using a restricted set of 

metrics, potentially overlooking pertinent aspects of user modeling and privacy preservation. Moreover, the study was 

conducted in collaboration with a single data monetization platform, potentially limiting the generalizability of the 

findings to other platforms or contexts. 

 

 

This study marks a significant stride towards a more transparent, ethical, and sustainable digital marketing ecosystem 

benefiting both consumers and marketers. Future research trajectories could involve exploring the adaptability of the 

proposed approach to different online platforms and E-commerce marketing contexts, refining the proposed 

architectures with advancements in deep learning techniques, and broadening the evaluation framework to encompass 

a wider array of metrics such as user satisfaction, user privacy risk, and potential impacts on marketing outcomes. By 

addressing these limitations and building upon the contributions of this study, future research endeavors can deepen 

our understanding of privacy-preserving user modeling and its implications for the digital marketing realm. 
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